Znak sprawy: **FZK.271.13.2024**

***Załącznik nr 6 do SWZ***

**Zamawiający**

Gmina Działdowo

ul. Księżodworska 10

13-200 Działdowo

**Wykonawca/Wykonawca wspólnie**

**ubiegający się o udzielenie zamówienia\*:**

…………………………………………………………………………

*(pełna nazwa/firma, adres, w zależności od podmiotu: NIP/PESEL)*

reprezentowany przez:

…………………………………………………………………………

*(imię, nazwisko, stanowisko/podstawa do reprezentacji)*

**Wykaz osób, skierowanych przez Wykonawcę do realizacji zamówienia**

Wypełnia Wykonawca, który składa ofertę na

Część 3 zamówienia – Przeprowadzenie audytu KRI oraz aktualizacja i wdrożenie Systemu Zarządzania Bezpieczeństwem Informacji dla urzędu i jego jednostek organizacyjnych

Przystępując do udziału w postępowaniu o udzielenie zamówienia publicznego pn. Dostawy i usługi związane z realizacją projektu „Cyberbezpieczny Samorząd”, oświadczam, że dysponujemy lub będziemy dysponować osobami, które będą uczestniczyć w wykonywaniu zamówienia zgodnie z informacjami przedstawionymi poniżej:

|  |  |  |  |
| --- | --- | --- | --- |
| **Lp.** | **Osoby, które będą uczestniczyć w wykonywaniu zamówienia1** | **Doświadczenie zawodowe niezbędne do wykonania zamówienia** | **Podstawa dysponowania daną osobą3** |
| **Osoba posiada niezbędną wiedzę i doświadczenie w prowadzeniu audytu KRI** | | | |
| 1 | ………………  (Imię i nazwisko) | Osoba posiada niezbędną wiedzę i doświadczenie w prowadzeniu audytu KRI z kryteriami zawartymi w § 19 ust. 2 ww. rozporządzenia KRI. Osoba musi co najmniej w okresie ostatnich 2 lat przed upływem terminu składania ofert być audytorem zewnętrznym posiadającym przynajmniej jeden z certyfikatów określonych w rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz.U. 2018 poz. 1999) lub być audytorem wewnętrznym posiadającym przynajmniej jeden z certyfikatów określonych w rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz.U. 2018 poz. 1999) lub być audytorem zewnętrznym systemu zarządzania bezpieczeństwem informacji według normy PN-EN ISO/IEC 27001:2023.  Osoba musi posiadać co najmniej dwuletnie doświadczenie w zakresie prowadzenia audytu systemu zarządzania bezpieczeństwem informacji w związku z zapisami rozporządzenia w sprawie Krajowych Ram Interoperacyjności, minimalnych wymagań dla rejestrów publicznych i wymiany informacji w postaci elektronicznej oraz minimalnych wymagań dla systemów teleinformatycznych..2   1. Nazwa/rodzaj certyfikatu/ów wraz z podaniem okresu jego/ich posiadania od ……. (dzień – miesiąc – rok) do…….. (dzień – miesiąc – rok) 2. Doświadczenie …………………… (podać nazwy projektów oraz nazwę podmiotów, na rzecz których prace były realizowane wraz z podaniem okresu realizacji) 3. Podać okres doświadczenia w zakresie prowadzenia audytu systemu zarządzania bezpieczeństwem informacji w związku z zapisami rozporządzenia w sprawie Krajowych Ram Interoperacyjności, minimalnych wymagań dla rejestrów publicznych i wymiany informacji w postaci elektronicznej oraz minimalnych wymagań dla systemów teleinformatycznych ……… lat. | …………….. |
| 2 | ………………  (Imię i nazwisko) | Osoba posiada niezbędną wiedzę i doświadczenie w prowadzeniu audytu KRI z kryteriami zawartymi w § 19 ust. 2 ww. rozporządzenia KRI. Osoba musi co najmniej w okresie ostatnich 2 lat przed upływem terminu składania ofert być audytorem zewnętrznym posiadającym przynajmniej jeden z certyfikatów określonych w rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz.U. 2018 poz. 1999) lub być audytorem wewnętrznym posiadającym przynajmniej jeden z certyfikatów określonych w rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz.U. 2018 poz. 1999) lub być audytorem zewnętrznym systemu zarządzania bezpieczeństwem informacji według normy PN-EN ISO/IEC 27001:2023.  Osoba musi posiadać co najmniej dwuletnie doświadczenie w zakresie prowadzenia audytu systemu zarządzania bezpieczeństwem informacji w związku z zapisami rozporządzenia w sprawie Krajowych Ram Interoperacyjności, minimalnych wymagań dla rejestrów publicznych i wymiany informacji w postaci elektronicznej oraz minimalnych wymagań dla systemów teleinformatycznych..2   1. Nazwa/rodzaj certyfikatu/ów wraz z podaniem okresu jego/ich posiadania od ……. (dzień – miesiąc – rok) do…….. (dzień – miesiąc – rok) 2. Doświadczenie …………………… (podać nazwy projektów oraz nazwę podmiotów, na rzecz których prace były realizowane wraz z podaniem okresu realizacji) 3. Podać okres doświadczenia w zakresie prowadzenia audytu systemu zarządzania bezpieczeństwem informacji w związku z zapisami rozporządzenia w sprawie Krajowych Ram Interoperacyjności, minimalnych wymagań dla rejestrów publicznych i wymiany informacji w postaci elektronicznej oraz minimalnych wymagań dla systemów teleinformatycznych ……… lat. | …………….. |
| **Osoba posiada niezbędną wiedzę i doświadczenie w opracowaniu i wdrożeniu lub aktualizacji i wdrożenia SZBI** | | | |
| 3 | ………………  (Imię i nazwisko) | Osoba posiada niezbędną wiedzę i doświadczenie w opracowaniu i wdrożeniu lub aktualizacji i wdrożenia SZBI. Osoba musi co najmniej w okresie ostatnich 2 lat przed upływem terminu składania ofert być audytorem zewnętrznym posiadającym przynajmniej jeden z certyfikatów określonych w rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz.U. 2018 poz. 1999) lub być audytorem wewnętrznym posiadającym przynajmniej jeden z certyfikatów określonych w rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz.U. 2018 poz. 1999) lub być audytorem zewnętrznym systemu zarządzania bezpieczeństwem informacji według normy PN-EN ISO/IEC 27001:2023.  Osoba musi posiadać co najmniej dwuletnie doświadczenie w zakresie opracowania i wdrożenia lub aktualizacji i wdrożenia systemu zarządzania bezpieczeństwem informacji w oparciu o normę ISO 27001.2   1. Nazwa/rodzaj certyfikatu/ów wraz z podaniem okresu jego/ich posiadania od ……. (dzień – miesiąc – rok) do…….. (dzień – miesiąc – rok) 2. Doświadczenie …………………… (podać nazwy projektów oraz nazwę podmiotów, na rzecz których prace były realizowane wraz z podaniem okresu realizacji) 3. Podać okres doświadczenia w zakresie prowadzenia audytu systemu zarządzania bezpieczeństwem informacji w związku z zapisami rozporządzenia w sprawie Krajowych Ram Interoperacyjności, minimalnych wymagań dla rejestrów publicznych i wymiany informacji w postaci elektronicznej oraz minimalnych wymagań dla systemów teleinformatycznych ……… lat. | …………….. |
| 4 | ………………  (Imię i nazwisko) | Osoba posiada niezbędną wiedzę i doświadczenie w opracowaniu i wdrożeniu lub aktualizacji i wdrożenia SZBI. Osoba musi co najmniej w okresie ostatnich 2 lat przed upływem terminu składania ofert być audytorem zewnętrznym posiadającym przynajmniej jeden z certyfikatów określonych w rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz.U. 2018 poz. 1999) lub być audytorem wewnętrznym posiadającym przynajmniej jeden z certyfikatów określonych w rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu (Dz.U. 2018 poz. 1999) lub być audytorem zewnętrznym systemu zarządzania bezpieczeństwem informacji według normy PN-EN ISO/IEC 27001:2023.  Osoba musi posiadać co najmniej dwuletnie doświadczenie w zakresie opracowania i wdrożenia lub aktualizacji i wdrożenia systemu zarządzania bezpieczeństwem informacji w oparciu o normę ISO 27001.2   1. Nazwa/rodzaj certyfikatu/ów wraz z podaniem okresu jego/ich posiadania od ……. (dzień – miesiąc – rok) do…….. (dzień – miesiąc – rok) 2. Doświadczenie …………………… (podać nazwy projektów oraz nazwę podmiotów, na rzecz których prace były realizowane wraz z podaniem okresu realizacji) 3. Podać okres doświadczenia w zakresie prowadzenia audytu systemu zarządzania bezpieczeństwem informacji w związku z zapisami rozporządzenia w sprawie Krajowych Ram Interoperacyjności, minimalnych wymagań dla rejestrów publicznych i wymiany informacji w postaci elektronicznej oraz minimalnych wymagań dla systemów teleinformatycznych ……… lat. | …………….. |

należy podać imię i nazwisko osoby

2 należy podać nazwy projektów oraz nazwę podmiotów, na rzecz których prace były realizowane wraz z podaniem okresu realizacji oraz wartości projektu

3 należy podać podstawę do dysponowania każdą z osób wskazaną w wykazie. W przypadku, gdy wskazana osoba jest Wykonawcą lub związana jest z Wykonawcą stosunkiem prawnym (np. umowa cywilnoprawna lub umowa o pracę lub zobowiązanie do współpracy) należy wpisać „zasób własny lub dysponowanie bezpośrednie”. W przypadku, gdy wskazana osoba jest udostępniona Wykonawcy przez inny podmiot będący jej pracodawcą (np. na podstawie przepisów o przeniesieniu lub oddelegowaniu pracownika) należy wpisać „zasób udostępniony lub dysponowanie pośrednie”. W przypadku, gdy Wykonawca polega na osobach innych podmiotów zobowiązany jest udowodnić Zamawiającemu, że będzie dysponował tymi osobami, w szczególności przedstawiając w tym celu pisemne zobowiązanie innych podmiotów do udostępnienia osób zdolnych do wykonania zamówienia.

Oświadczam, że wszystkie informacje podane w powyższym oświadczeniu są aktualne i zgodne z prawdą oraz zostały przedstawione z pełną świadomością konsekwencji wprowadzenia Zamawiającego w błąd przy przedstawianiu informacji.

|  |  |
| --- | --- |
|  | …………………………………………  *(kwalifikowany podpis elektroniczny/podpis zaufany/podpis osobisty Wykonawcy/osoby upoważnionej do reprezentacji Wykonawcy)* |